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As a nation, we have already decided 

that children require extra protection, 
and that is why in the House of Rep-
resentatives I was the principal author 
of the Children’s Online Privacy Pro-
tection Act, or COPPA, which is what 
it is called. COPPA is the communica-
tions constitution for protecting chil-
dren when they are online. I believe 
very deeply that parents, not private 
companies, should have the right to 
control information about their chil-
dren, even when a child’s data is in the 
hands of a private company. 

We know that the pre-K through 12 
educational software and digital con-
tent market is currently worth more 
than $8 billion. I will say that again. 
An $8 billion industry has now been 
built up around pre-K through 12 edu-
cational software, and nearly all of 
America’s school districts rely on 
cloud services for a diverse range of 
functions that include data collection 
and analysis related to student per-
formance. 

As data analytics companies increas-
ingly play a role in the education area, 
Congress must act to ensure that safe-
guards are in place for student data 
that is shared with third parties. Show- 
and-tell should be a classroom exercise 
with students, not with students’ per-
sonal and sensitive information. 

A child’s educational record should 
not be sold as a product on the open 
market. That is why earlier this year I 
introduced the Protecting Student Pri-
vacy Act with Senators HATCH and 
KIRK. That is why today my colleague 
Senator HATCH and I are offering a bi-
partisan amendment which the Sen-
ators will be asked to vote on which 
will establish a commission to report 
to Congress on how we protect student 
privacy and parental rights in the dig-
ital age. 

These recommendations the Senators 
will be voting on here today will in-
clude a number of things—No. 1, how to 
prevent marketers from using edu-
cational records to target students 
with advertisements. The goal here is 
to help young scholars make the 
grade—not to have private sector com-
panies make a sale. They should not be 
using the information they have in 
order to target young kids with prod-
ucts. That should be an issue for which 
we have a national policy. 

No. 2, when should student informa-
tion be deleted? Permanent records of 
children shouldn’t be held permanently 
by private sector companies, but only 
by students and their parents. 

No. 3 is how parents should be able to 
access and correct private information 
about their children. Just as there 
could be an erroneous charge on a cred-
it report and that should not prevent 
someone from getting a loan, a false 
grade or a false bit of information on a 
report card shouldn’t prevent a young 
person from getting into the college of 
their choice, and parents should have 
the ability to say they want that 
changed. 

No. 4, how do we ensure that outside 
vendors, outside companies that handle 

and store this sensitive information 
put in place the strongest possible data 
security standards? This is a business. 
These companies are making money, 
saying: We will store this information 
so you don’t have to build more phys-
ical storehouses. We will put this infor-
mation up into the cloud. That will be 
a real cost savings for the school sys-
tem. Well, how much security is that 
private sector company now going to 
build around the cloud with all of that 
information? Are they going to have 
the highest level of cyber security pro-
tections built in? Or are they just 
going to buy something that is dirt 
cheap and say they have security pre-
cautions but, like Target, like Sony, 
like the Office of Personnel Manage-
ment, they will not have actually put 
in place the security protections which 
will ensure that children’s most sen-
sitive information is not compromised 
as it is being stored up in the cloud. 

The reality is that our data is being 
increasingly compromised, and compa-
nies of all shapes and sizes must devote 
the resources necessary to protect that 
information. As it is stored in the 
cloud and as it is being subjected to 
malicious attacks, there must be a se-
curity system that can repel those at-
tacks. 

The amendment Senator HATCH and I 
bring to the floor here this afternoon 
at 5:30 brings together privacy experts, 
parents, school leaders, public advo-
cates, and the technology industry in 
order to tackle how to best balance 
protecting students’ personal informa-
tion while promoting greater academic 
achievement. I urge my colleagues to 
support this bipartisan amendment. 

There is a Dickensian quality to this 
digital world. It is the best of tech-
nology and the worst of technology si-
multaneously. It can be used to enable 
and ennoble. It can be used to degrade 
and debase. How we choose will only be 
determined by human beings and by 
those who represent them in the Sen-
ate. We have to ensure that we put in 
place policies that ensure we have the 
best use of these digital technologies 
while not having children and their 
parents be robbed of the private infor-
mation that is so sensitive to the long 
term well-being of a child as they are 
developing. 

That is what this amendment is all 
about here today. I urge an ‘‘aye’’ vote. 

Madam President, I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Iowa. 
f 

EXTENSION OF MORNING 
BUSINESS 

Mr. GRASSLEY. Madam President, I 
ask unanimous consent that morning 
business be extended until 4:30 p.m. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

SANCTUARY POLICY 

Mr. GRASSLEY. Madam President, 
just 12 days ago, Kate Steinle was 

walking along Pier 14 in San Francisco 
with her father when she was shot by 
an individual in this country illegally. 
At the age of 32—a very young age—her 
life was taken. Friends and family 
mourned her death and laid her to rest 
late last week. 

Kate Steinle should be with us today. 
Her death is a result of weak immigra-
tion policies, an insecure border, and a 
lack of will to enforce the law. Her al-
leged killer was deported five times 
and has a rap sheet that dates back to 
1991. Despite his criminal background, 
San Francisco’s sanctuary policy al-
lowed this man to walk the streets. 

Today we are learning that there are 
thousands of detainers placed each 
year on undocumented immigrants by 
Federal officials, but these detainers 
go ignored. 

Detainers are requests to another law 
enforcement entity that it wants to 
take custody of a person. The Federal 
Government will ask, for instance, a 
State or local jurisdiction to hold an 
individual for 48 hours until the Fed-
eral Government can assume custody. 

According to government documents 
provided by the Center for Immigration 
Studies, between January and Sep-
tember of 2014, there were 8,811 de-
clined detainers in 276 counties in 43 
States, including the District of Co-
lumbia. Of the 8,811 declined detainers, 
62 percent of them were associated 
with over 5,000 individuals who were 
previously charged, convicted of a 
crime or presented some other public 
safety concern. And nearly 1,900 of the 
released offenders were arrested for an-
other crime once they were released by 
the sanctuary jurisdiction. 

This is very disturbing—not only to 
me but to most Americans. There is no 
good rationale for noncooperation be-
tween Federal officials and State and 
local law enforcement. Public safety is 
put at risk when State and local offi-
cials provide sanctuary to lawbreaking 
immigrants just to make some polit-
ical point. 

But San Francisco isn’t the only one 
to shoulder blame here. The Obama ad-
ministration has turned a blind eye to 
law enforcement in this area, even re-
leasing thousands of criminal aliens on 
its own, many of whom have gone on to 
commit serious crimes—even murder. 
They have also turned a blind eye to 
sanctuary cities, all while challenging 
States to take a more aggressive ap-
proach to immigration and enforcing 
immigration laws. 

That is why I wrote to Attorney Gen-
eral Lynch and Department of Home-
land Security Secretary Johnson just 
last week. I urged them to take control 
of the situation so that detainers are 
not ignored and undocumented individ-
uals are safely transferred to Federal 
custody and put into deportation pro-
ceedings. I implored them to take a 
more direct role in this matter. 

This administration needs to stop 
turning a blind eye to State and local 
jurisdictions that thumb their nose at 
the law and harbor criminals who are 
evading immigration authorities. 
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